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क्र.सं. 

Sl No 

वनविदा संदभभ 

Tender Reference 

संवक्षप् त वििरण 

Brief Description 

01 
एच.कू्य./HQ2024000110-01  

dated 27/12/2024 

Internet Leased Line with DDoS Protection 

 

शुद्धिपत्र सं/CORRIGENDUM NO – 1 

 

क्र.सं. 

Sl No 
इस स् थान पर/In Place of ऐसा पढा जाए/To be Read As 

1. 

Clause 15: 

ISP shall be liable to comply with Govt 

of India guidelines on cyber security 

policy/advisory implementation and 

as updated from time to time. For eg: 

log retention policy, blocking of VPN 

traffic, blacklisted IPs etc. 

Clause 15: 

ISP shall be liable to comply with Govt of 

India guidelines on cyber security 

policy/advisory implementation and as 

updated from time to time. For eg: log 

retention policy, blocking of VPN traffic, 

blacklisted IPs etc. 

Logs of router deployed in ISRO HQ 

campus need to be retained by the ISP 

in their own network for a duration of 

1 year. 

2. 

Clause 32: 

The ISP may inspect the location 

physically before bidding, if needed. 

Clause 32: 

The ISP may inspect the location 

physically before bidding, if needed. 

For ISRO HQ site survey and link 

feasibility verification, ISP may take 

prior appointment by sending mail to 

mamta@isro.gov.in. 

3. 

Clause 49: 

The service should be able to 

absorb/Mitigate at least 1Gbps of 

DDoS attack on cloud and ensure to 

provide subscribed legitimate/Clean 

bandwidth for clean traffic at ISRO 

HQ. 

Clause 49: 

The service should be able to 

absorb/Mitigate at least 1Gbps of DDoS 

attack on cloud and ensure to provide 

subscribed legitimate/Clean bandwidth 

for clean traffic at ISRO HQ. 

ISP shall have provision for scalability 

of protection against DDoS attack on 

cloud for at least 10 Gbps. 

4. 

Clause 56: 

The proposed solution must have at 

least 2 operational DDoS Scrubbing 

centers in India. 

Clause 56: 

The proposed solution must have at 

least 2 operational DDoS Scrubbing 

centers owned by the ISP in India. 

Documentary proof for the same to be 

submitted. 



क्र.सं. 

Sl No 
इस स् थान पर/In Place of ऐसा पढा जाए/To be Read As 

5. 

Clause 57: 

The proposed solution must have at 

least 10 DDoS Scrubbing centers 

globally. 

Clause 57: 

The proposed solution must have at 

least 5 DDoS Scrubbing centers globally 

owned by the ISP, which shall include 

a) minimum 2 DDoS Scrubbing 

Centers in India that are owned 

by ISP. 

b) minimum 3 DDoS Scrubbing 

Centers outside India that are 

owned by ISP. 

Documentary proof for the same to be 

submitted. 

 

प्रस्तावअनुरोधकीअन्यसभीननबंधनएवंशतेंअपररवनतितरहेंगी।ं 

All other terms and conditions of RfP shall remain unchanged. 

 

 

    (हस्ता./Sd/-) 

व.क्रयएवंभंडारअनधकारी 

Sr. Purchase & Stores Officer 

 

 


